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1	Overall description
SA3 thanks SA2 for the LS in S2-2310025. SA3 has discussed on the questions in S2-2310025 as well as in S2-2305727, and would like to provide the following answers:
Q3:	When the Target UE selects a UE as the Located UE during discovery, privacy aspects of exposing the location of the UE (e.g. to the Target UE) may need to be studied by SA3.
A3:	When the Target UE selects a UE as the Located UE during discovery, the privacy check for location exposure of the Located UE can be performed by the Located UE itself against a local privacy profile if available on the UE. If the privacy profile is not available on the UE, it is expected that the privacy check is performed by the user of the Located UE via human-machine interaction, which is out of 3GPP scope. 
The privacy check for UE location exposure against local privacy profile is captured in the attached S3-234893. If the Located UE does not allow exposing its location, it shall discard or reject the discovery message from the Target UE.
Q4:	For Ranging/SL positioning service exposure to the SL positioning client UE, either through PC5 or through the 5GC network, privacy aspects of exposing the location of the Target UE/SL Reference UE may need to be studied by SA3.
A4:	The requirement on privacy protection of the to-be-measured UEs (e.g. Target UE/SL Reference UE) for Ranging/SL Positioning service exposure is already specified in TS 33.533 clause 6.3.2. The procedures on privacy check of the to-be-measure UEs for location exposure to SL positioning client UE through PC5 link and through 5GC network are specified in the attached S3-234887 and S3-234886 respectively, which are approved at SA3#113.
Q5:	For Network based SL positioning for UE without NAS connection defined in clause 5.5.3 of TS 23.586, are there any security or privacy issues identified for transmitting location related information of the UEs (including the location of the Located UE(s), the Ranging/SL Positioning measurement data/result and the location of the Target UE) between the LMF serving one of the Located UEs and the Target UE via Located UE? Are there any other security or privacy issues in the solution of Network based SL positioning for UE without NAS connection? If any, the security or privacy issues may need to be studied by SA3.
A5:	According to TS 33.533 clauses 6.3.2, 6.3.5 and 6.3.7 as well as the attached S3-234886, S3-234887 and S3-234893, the privacy of the to-be-measured UEs (including Target UE and Located UE) for Ranging/SL positioning service exposure shall be checked by the network or by the UE itself against the privacy profile of the UE. Only after successful privacy check, the Ranging/SL positioning operation can then proceed. With such specification in TS 33.533, it can be ensured that the privacy of the Located UE and Target UE has already been checked before Ranging/SL positioning operation is performed, e.g. the location related information of the UEs is transmitted between the LMF and the Target UE via Located UE.
2	Actions
To SA2 
ACTION: 	Take SA3 answers as above into consideration

3	Dates of next TSG SA WG 3 meetings
SA3#114	26 Feb. - 01 Mar. 2024	Athens, GR
SA3#115	20 - 24 May 2024		Korea, KR

